Systems for Remote Access and Collaboration

1. Virtual Desktop Infrastructure (VDI Desktops)
   a. For individuals who routinely access sensitive data, such as SSNs, health care information, bank account information, etc.
   b. Require access to network storage (H, K, and R drives)
   c. Call the CaTS Help Desk to request a VDI be setup for your use.
   d. Instructions for VDI use: [https://www.wright.edu/information-technology/blog/article/installing-the-vmware-horizon-client](https://www.wright.edu/information-technology/blog/article/installing-the-vmware-horizon-client)

2. WSU VPN
   a. For individuals who need access to non-sensitive business documents located on network storage (H, K, and R drives)
   b. Instruction for setting up the VPN client can be found here: [https://www.wright.edu/information-technology/security/access-your-network-files-from-your-home-computer](https://www.wright.edu/information-technology/security/access-your-network-files-from-your-home-computer)
   c. All faculty and staff have access to the WSU VPN. There’s no need to request special access to the use the WSU VPN.

3. Microsoft SharePoint and OneDrive
   a. For individuals who need to collaborate on non-sensitive business documents that are not stored on network storage.
      [https://www.wright.edu/information-technology/services/office-365-overview](https://www.wright.edu/information-technology/services/office-365-overview)

4. WebEx
   a. For general use to facilitate business meetings.
      [https://www.wright.edu/information-technology/services/cisco-webex-meeting-center](https://www.wright.edu/information-technology/services/cisco-webex-meeting-center)

For questions about any service CaTS provides, contact the CaTS Help Desk at (937) 775-4827.