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NON-COMPLIANCE WITH THE REQUIREMENTS OF THE
HUMAN RESEARCH PROTECTION PROGRAM
PURPOSE

In order to comply with 45 CFR 46.103(b)(5)(i) and 21 CFR 56.108(b)(2), WSU will promptly report to the Office of Human Research Protection (OHRP) and US Food and Drug Administration (FDA) the necessary information that describes events affecting human research participant safety. The required reporting events include any serious or continuing non​compliance with federal policy or determinations made by the IRB.
 DEFINITIONS 
1. Allegation of non-compliance: An assertion made by a person that must be proved or supported with evidence.

2. Non-compliance: Failure to follow the regulations; institutional policies governing human subject research; or requirements or determinations of the IRB. This may pertain to the principal investigator, the investigator’s research staff, or any member of the human research protection program, including the IRB and the IRB administrative staff.
3. Serious Non-compliance: Non-compliance that creates an increase in risks to subjects, adversely affects the rights, welfare and safety of the research subjects or adversely affects the scientific integrity of the study. Willful violation of policies and/or federal regulations may also constitute serious non​compliance.
4. Continuing Non-compliance: A pattern of non-compliance that if allowed to continue is likely to increase risk to subjects, adversely affect the rights, welfare and safety of research subjects, or adversely affect the scientific integrity of the study.
Examples of non-compliance
The actions of anyone in the Human Research Protection Program may result in non​compliance:

· Performing human subject research without first obtaining IRB approval or an IRB declaration of exemption

· Deviating from or violating the provisions of an IRB-approved protocol

· Failing to secure IRB approval of a protocol due for periodic continuing review prior to its expiration date

· Permitting a protocol’s IRB approval to lapse without stopping all research-related activities and submitting a Closing Progress Report to the IRB, or in the event of an overriding safety concern or ethical issue such that it would be in the individual subject’s best interest to continue study participation, arranging with the IRB to continue those activities

• 
Failure of the IRB to document in its meeting minutes or supporting documents protocol-specific findings supporting the IRB’s determinations for waiver or alteration of the consent process, approval of research involving pregnant women, fetuses, and neonates, research involving prisoners, and research involving children
REQUIREMENTS FOR REPORTING ALLEGATIONS OF NON-COMPLIANCE
Investigators and research staff are required to report any observed, suspected, or apparent non-compliance to the IRB. This refers to all non-compliance, not just serious or continuing non​compliance. All institutional members, research participants and others are encouraged to report any observed, suspected, or apparent non-compliance. Reports of non-compliance may also arise from calls to an Integrity Line, the confidential institutional hotline for reporting compliance concerns; as a result of internal or external audits, or as a result of IRB review. Investigator reporting requirements and procedures are described in policy P_9 (Adverse Events or Unanticipated Problems). 
Reports of non-compliance must contain enough information to determine whether the report is sufficiently credible and specific so that potential evidence of non-compliance may be identified and acted upon.

IRB REVIEW PROCESS FOR REPORTS OF UNANTICIPATED PROBLEMS INVOLVING NON-COMPLIANCE
Handling allegations of non-compliance
All allegations of non-compliance are to be referred to the Chair of the IRB or designee. Within one week of receiving a report of potential non-compliance the Chair or designee will assign one or more members of the IRB staff to work with the Chair or designee to investigate the allegations contained in the report to determine whether any have a basis in fact. If they conclude that the allegations have a basis in fact, the process under “Handling non-compliance” will be followed. Otherwise, no further action is taken under this policy.

Handling non-compliance
a. All non-compliance (i.e. all allegations of non-compliance with a basis in fact and all self-reported non-compliance) will be reviewed by the Chair of the IRB or designee. The Chair or designee will evaluate the report and determine that the non​compliance is neither serious nor continuing or determine that the report might be serious or continuing non-compliance.  A copy of all reports and a summary of the determinations of the IRB chair or designee will be provided to the IRB committee prior to the next scheduled meeting.
b. If the Chair of the IRB or designee determines the non-compliance is neither serious nor continuing, the Chair of the IRB or designee will determine whether any corrective actions are needed, and if so communicate those to the involved individual(s) and ensure all corrective actions are completed. The Chair or designee will work with the involved individuals to implement the corrective action plan. If the Chair or designee are unable to work with the involved individuals to implement the corrective action plan, the matter will be considered to be continuing non-compliance and the procedures in “Non-compliance that is determined to be serious or continuing” will be followed.  All reports will be reviewed by the IRB at their next regular meeting.
c. If the IRB chair or designee determines that additional investigation is warranted, he or she may choose to designate an investigative committee to further assist with evaluation of the non-compliance. The investigative group may conduct interviews, review relevant records and materials, request an audit, solicit advice and opinion from consultants, and take any other reasonably necessary steps to determine whether the non-compliance is serious or continuing. The investigation, including preparation of any reports should be completed within 60 calendar days of initiation of the investigation. If circumstances clearly warrant a longer period, the Institutional Official (IO) may approve an extension. The reason for the extension will be documented as part of the final report.  This report will be provided to the convened IRB for their review.

d. If the IRB Chair, designee or investigative group finds the non-compliance is serious or continuing, the process under “Non-compliance that is determined to be serious or continuing” is followed.
Non-compliance that is determined to be serious or continuing
a. If the non-compliance is found to represent serious or continuing non-compliance, the results of any initial investigation and the report of non-compliance will be referred to the convened IRB for review and action.
b. The convened IRB will make the final determination of whether a report of noncompliance is serious or continuing in nature.  For noncompliance found to be neither serious or continuing, the committee will determine whether any corrective actions are needed, and if so communicate those to the involved individual(s) and instruct the IRB coordinator to ensure all corrective actions are completed. If the IRB coordinator is unable to work with the involved individuals to implement the corrective action plan, the matter will be considered to be continuing non-compliance and the process described below will be followed.
c. If the convened IRB confirms that the non-compliance is serious or continuing, it may immediately suspend the research if it finds that doing so is necessary to eliminate apparent immediate hazards to the research subject. After reviewing the steps already taken by the investigator, the IRB may also consider implementing one or more of the following actions:

· Suspension of the research

· Termination of the research

· Notification of current participants (required when such information might relate to participants’ willingness to continue to take part in the research)

· Modification of the research protocol

· Modification of the information disclosed during the consent process

· Provision of additional information to past participants

· Requiring reconsenting current participants for ongoing participation

· Modification of the continuing review schedule

· Monitoring of the research or monitoring of the consent

· Obtaining more information pending a final decision

· Referral to other organizational entities such as legal counsel, risk management, or institutional official.

· Provision of additional recommendations to the Institutional Officer

· Other actions appropriate for the context of the event
Final Authority

The final authority rests with the IRB to determine (a) whether non-compliance is serious or continuing and (b) the development of an action plan to manage serious or continuing non-compliance.  

The IO has the final authority to make a determination of serious or continuing non-compliance. The IO may constitute additional investigative groups with members drawn from appropriate divisions across the University, School of Medicine and/or VA Medical Center to further consider the non-compliance. This group will report its findings to the IO in a time frame prescribed by the IO.
REPORTING 
Any unanticipated problem reviewed by the IRB will be recorded in the minutes of the meeting at which it was reviewed.  The minutes will reflect whether the problem involved noncompliance, risks to participants, is serious in nature, and/or is ongoing in nature.

Any substantive action taken by the IRB (defined as an action that materially alters the substance and meaning of a protocol, informed consent form or process, or investigator status, including, but not limited to, restriction, suspension or termination of a study or investigator participation, and actions taken to prevent future occurrence(s) of the AE in research) must be reported in writing to the WSU Institutional Officer, the investigator’s department head, and the Dean of the Investigator’s school.

Within 10 days the Institutional Official will inform OHRP, for federally funded studies, the FDA for studies involving drugs, devices, and biologics, the sponsor of the study and any other regulatory of the action taken.
The IO or his designee, with assistance of the IRB Chair or designee and an IRB member, will report the institution’s determination and findings to all appropriate entities within WSU and to relevant regulatory agencies. All correspondence will be filed in the IRB’s protocol file. See below for VA specific requirements.

 VA REPORTING REQUIREMENTS FOR RESEARCH INFORMATION INCIDENTS AND SERIOUS OR CONTINUING NONCOMPLIANCE. 

Within 5 business days of becoming aware of possible serious or continuing noncompliance with VA or other Federal requirements related to human research (e.g., VHA Handbook 1200.5; the Common Rule at 36 CFR 16; Food and Drug Administration (FDA) regulations at 21 CFR 50 and 56) or with IRB requirements or determinations, members of the VA research community must report the possible noncompliance to the C/R&D and the IRB. NOTE: “possible serious or continuing noncompliance” includes all findings of noncompliance related to human research by any VA office, any other Federal department or agency (e.g., FDA), or any other entity.   

· If the IRB determines that the possible noncompliance is or was serious or continuing, the IRB Chairperson must report the noncompliance to the VA Facility Director and the R&D Committee as soon as possible, but no later than 5 business days after the IRB’s determination.

· A RCO identifying serious or continuing noncompliance, during an informed consent or regulatory audit, must report the noncompliance to the Facility Director, the C/R&D, the R&D Committee, and the IRB as soon as possible but no later than 5 business days after becoming aware of the noncompliance.   

· The Facility Director must report serious or continuing noncompliance determined by the IRB or identified by a RCO, during an informed consent or regulatory audit following research events, to the appropriate ORO Regional Office (RO) as soon as possible but no later than 5 business days after being informed of the event.

· The Facility Director must simultaneously report serious or continuing noncompliance identified by an RCO, during an informed consent or regulatory audit, to the Director of the VISN, or designee, in which the facility is located and the VHA Chief Research and Development Officer (CRADO), or designee.
· Information Security or Privacy incidents of noncompliance will be reported within one hour of becoming aware of the violation to the Associate Chief of Staff for Research (or equivalent), the facility Information Security Officer, and the facility Privacy Officer.  This includes but is not limited to:  any unauthorized use, disclosure, transmission, removal, theft, loss, or destruction of VA research-related protected health information (PHI), individually identifiable private information, or confidential information.. 

· The Associate Chief of Staff (or equivalent) for Research must immediately notify the VA Facility Director, the R&D Committee, and any relevant research review committee upon discovering, receiving, or otherwise becoming aware of a credible report of an incident regarding any unauthorized use, disclosure, transmission, removal, theft, loss, or destruction of VA research-related protected health information (PHI), individually identifiable private information, or confidential information, as defined by the HIPAA Privacy Rule, the Common Rule, the Privacy Act, or 38 U.S.C. §§5701, 5705, and 7332..
· Within 5 business days of being notified of them, the facility Director must report:
a.  Any unauthorized use, disclosure, transmission, removal, theft, loss, or destruction of VA research-related protected health information (PHI), individually identifiable private information, or confidential information, as defined by the HIPAA Privacy Rule, the Common Rule, the Privacy Act, or 38 U.S.C. §§5701, 5705, and 7332.
b. Any findings of noncompliance related to research information security or privacy by any VA office (other than ORO) or any other Federal or state entity
c. Any other deficiency that substantively compromises the effectiveness of the facility’s research information protection program or  any suspension or termination of research (e.g., by the ACOS for Research or other facility official or committee) related to concerns about research information protection to ORO (as specified below, under i. and ii.) and must ensure that the facility ISO and facility PO have also been notified. 
i. Uses and disclosures of PHI under an invalid (or nonexistent) HIPAA authorization or waiver of HIPAA authorization, and deficient (or nonexistent) ISO or PO protocol review practices that substantively compromise the effectiveness of the facility’s research information protection program, must be reported to the relevant ORO RO. 

ii. All other research information protection incidents described above (for example, unauthorized transmission, removal, theft, loss, or destruction of VA PHI related to research) must be reported to ORO Central Office. 
· In all cases, serious or continuing non-compliance must be reported to OHRP, and to the FDA, when FDA-regulated. 
· Reports based on findings made by entities external to the facility must include a copy of the entity’s official findings.  
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